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Introduktion - Din roll som

Behörighetsadministratör
Med införandet av Skånes digitala vårdsystem (SDV) förändras hur behörigheter

hanteras i Region Skåne. Tidigare beställdes behörigheter manuellt, nu övergår

vi till ett automatiserat behörighetsflöde baserat på informationen i

Skånekatalogen. Behörighetsportalen införs för att ge rätt tjänst rätt behörighet

vid rätt tidpunkt, den ger också verksamheten ökad kontroll och transparens. 

Som behörighetsadministratör arbetar du på delegation av verksamhetschefen,

som är ytterst ansvarig för att medarbetare har rätt behörigheter. Din uppgift är

att hantera och följa upp behörigheter i Behörighetsportalen, säkerställa att rätt

tjänster har de behörigheter de behöver och vid behov justera individuella

behörighetstilldelningar. Du kommer även att vara en viktig länk mellan

verksamheten och de tekniska systemen, vilket kräver förståelse för hur

behörigheter kopplas till tjänst och placering.

Denna manual är framtagen för att ge dig en tydlig vägledning i ditt arbete. Här

får du lära dig hur behörighetsflödet fungerar, hur du använder

Behörighetsportalen och vilket ansvar du har i din nya roll. Målet är att du ska

kunna administrera behörigheter på ett smidigt och rättssäkert sätt, vilket

bidrar till en effektiv och säker vårdmiljö.

Behörighetsflödet – så fungerar det

Det nya behörighetsflödet är utformat för att förenkla och automatisera

hanteringen av vårdbehörigheter inom SDV, samt för de nationella tjänster och

system som ingår i vårdmedarbetaruppdrag (VMU). För övriga system utanför

SDV kvarstår de befintliga processerna och beställningsförfarandet av

behörigheter som tidigare.

Inom SDV innebär detta att när en medarbetare tillträder en ny tjänst tilldelas de

grundläggande behörigheterna automatiskt via Behörighetsportalen, baserat på

fastställda regler kopplade till tjänst och befattning i Skånekatalogen.

Behörigheter kopplas till tjänsten snarare än till individen, vilket säkerställer att

rätt tjänst har rätt åtkomst vid rätt tillfälle.

Behörigheterna aktiveras automatiskt vid tjänstens start och inaktiveras när

tjänsten avslutas. Om en medarbetares roll eller behov förändras kan det bli

nödvändigt att justera eller blockera behörigheter. För särskilda eller
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individuella behörigheter som inte kan förutses genom tjänst och placering kan

en behörighetsadministratör behöva lägga till dessa manuellt.

Behörighetsadministratören ansvarar även för att säkerställa korrekta

behörigheter vid exempelvis organisationsförändringar eller när nya tjänster

startar, vilket garanterar en säker och aktuell åtkomst.

Behörighetsportalen – verktyget för

behörighetshantering

Behörighetsportalen är det primära verktyget för att hantera och följa upp SDV-

behörigheter i Region Skåne. Genom denna portal kan

behörighetsadministratören:

➢ Granska och tilldela behörigheter baserat på medarbetares tjänst och

placering.

➢ Säkerställa att endast de med rätt rollprofil har åtkomst.

➢ Hantera manuella tilldelningar av särskilda behörigheter som inte kan

automatiseras.

➢ Följa upp och dokumentera behörighetsförändringar.

➢ Avsluta, blockera eller justera behörigheter vid förändringar i

organisationen.

Behörighetsportalen minskar den administrativa bördan genom att

automatisera stora delar av arbetet och ger en ökad spårbarhet, vilket bidrar till

en mer säker och transparent behörighetshantering.

Patientdatalagen (PDL) och ansvarsfördelning

En av de viktigaste aspekterna av behörighetshantering är att säkerställa att

patientuppgifter hanteras på ett rättssäkert sätt. Patientdatalagen (PDL)  är en

central lag som styr hantering av patientuppgifter inom hälso- och sjukvården.

Lagen ställer krav på att patientinformation   endast får hanteras av behörig

personal och att åtkomst till patientdata måste vara både nödvändig, spårbar

och säker.

Det innebär att:

❖ Verksamhetschefen har det yttersta ansvaret för att behörigheter

hanteras korrekt och i enlighet med lagstiftning.
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❖ Behörighetsadministratören arbetar på delegation av verksamhetschefen

och har ansvar för den operativa hanteringen av behörigheter.

❖ Alla användare av SDV måste följa de riktlinjer och regler som gäller för

att säkerställa att patientdata skyddas.

Behörighetsportalen är utformad för att underlätta efterlevnad av PDL genom

spårbarhet och ökad kontroll över behörigheter. Som behörighetsadministratör

är det därför viktigt att du har god förståelse för lagkraven och hur de påverkar

ditt arbete.

Förändring från tidigare arbetssätt

Övergången från ett manuellt till ett automatiserat behörighetsflöde innebär en

stor förändring i arbetssättet för både administratörer och verksamheten i stort. 

De största förändringarna inkluderar:

 Automatiserad behörighetstilldelning baserad på tjänst och placering.

 Minskad administrativ börda genom att behörigheterna till största delen

tilldelas automatiskt

 Ökad spårbarhet och säkerhet genom Behörighetsportalen.

 Tydligare ansvarsfördelning där verksamhetschefen har huvudansvaret,

men behörighetsadministratören har möjlighet att hantera den praktiska

delen.

För att anpassa sig till det nya arbetssättet är det viktigt att

behörighetsadministratören har god förståelse för systemet, de nya processerna

och sin roll i behörighetshanteringen.

Vilken nytta gör det nya systemet?

Införandet av det nya behörighetssystemet innebär flera förbättringar för

Region Skåne:

❖ Ökad effektivitet: Automatiseringen minskar den administrativa bördan

och säkerställer snabbare tilldelning av behörigheter.

❖ Förbättrad säkerhet: Endast behöriga personer får åtkomst, vilket

minskar risken för obehörig hantering av patientuppgifter.
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❖ Bättre efterlevnad av lagkrav: Behörighetsportalen ger en spårbarhet som

gör det enklare att följa Patientdatalagen.

❖ Minskad risk för felaktiga behörigheter: Med tydliga processer och

regelverk minskar risken att fel behörigheter ges till användare.

❖ Enklare administration: Medarbetare får automatiskt rätt behörigheter

baserat på sin tjänst och placering, vilket minskar behovet av manuella

justeringar

Sammanfattning

Som behörighetsadministratör har du en viktig roll i att hantera och säkerställa

korrekta behörigheter i SDV. Du arbetar på delegation av verksamhetschefen

och använder Behörighetsportalen för att hantera, justera och följa upp

behörigheter.

Det nya systemet innebär stora förbättringar i säkerhet, effektivitet och

transparens, samtidigt som det förenklar administrationen. Genom att förstå

din roll och använda Behörighetsportalen på rätt sätt bidrar du till en säkrare

och mer effektiv vårdorganisation.
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H ur loggar man in till Behörighetsportalen?

F ör att kunna nå b ehorighetsportalen.i.skane.se m åste du

1. V ara innanför Region Skånes brandvägg  

D etta genom  att du b efinner dig innanför Region Skånes lokaler, eller vara

ansluten till RSVPN via Ivanti, eller vara ansluten till vKlient.

O m  du b efinner dig utanför Region Skånes b randvägg kom m er du få

felm eddelande om  att du inte kan nå den här sidan.

2.  H a ett SITH S-kort med giltiga certifikat

Innan du går till b ehorighetsportalen.i.skane.se i din web b läsare måste ditt

SITHS-kort vara inläst i kortläsaren.

O m  ditt SITHS-kort inte är inläst kom m er du få följande felm eddelande:

När förutsättningarna är m ötta b em öts du av ett fönster för att b ekräfta ditt

c ertifikat.

M arkera c ertifikat som  har följande inform ation: SITH S e-id Person H SA-ID 

Trycka på OK  och sedan ange din sexsiffriga legitim eringskod.

http://www.behorigetsportalen.i.skane.se/
https://behorighetsportalen.i.skane.se/
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V anliga inloggningsfel

Ä ven om  du b efinner dig innanför Region Skånes b randvägg och SITHS-kortet

är inläst kan m an få sam m a felm eddelande som  m an får när SITHS-kortet inte är

inläst. 

I så fall b rukar det lösa sig genom  att stänga alla flikar i web b läsaren och öppnar

web b läsaren på nytt eller efter att m an har rensat web b läsarens kakor. Klic ka till

instruktion (Sida 10)

S ITHS  eID

M isslyckad inloggning kan oc kså b ero på om  SITHS eID  har kraschat eller inte

har läst in SITHS-kortet. 

F ör att se om  SITHS eID  har kraschat gör du det genom  att trycka på pilen som

visar dolda ikoner. O m  SITHS eID  saknas i listan kan du söka i Windows

startm eny/sökruta och starta i gång applikationen.

O m  SITHS eID  inte har reagerat på att SIHTS-kortet är insatt i kortläsaren gör du

kan du testa m ed att ta ut SITHS-kortet och sätta in det igen. 
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B ad Request

O m  du har lyckats nå Behörighetsportalen och loggat in m en får följande

felm eddelande: 

D etta kan b ero på att det finns för m ånga aktiva kakor i din web b läsare och då

b ehöver du rensa web b läsarens kakor. Klicka till instruktion (Sida 10)

Ö vrigt

Har m an haft sidan öppet under en längre tid kan m an få följande m eddelande:

I så fall kan du b ara ladda om  sidan och då är du tillb aka i Behörighetsportalen:
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H ur rensar man webbläsarens kakor?

1. G å till web b läsarens inställningar:

2.  
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3.  

4.  
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5.  web b platsdata:

6.  Stäng och starta upp web b läsaren på nytt och gå till Behörighetsportalen.

N ya begrepp att lära sig

V ad är en Tjänst?

E n tjänst identifieras utifrån m edarb etare, b efattning/tjänstetyp och plac ering.

"Sam verkanstyp" och "Utb ildningstyp" fungerar på sam m a sätt som  b efattning

gör och skapar upp m edarb etarens tjänst i Behörighetsportalen.

I Behörighetsportalen tilldelas b ehörigheter till tjänster och inte till personer.

D etta inneb är att varje b ehörighet kopplas till m edarb etarens
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befattning/samverkanstyp/studenttyp och placering, vilket säkerställer att

medarbetaren alltid har korrekt åtkomst i SDV. 

Vad är ett Tilldelningsbeslut?

I Behörighetsportalen genereras behörigheter baserat på aktiva

tilldelningsbeslut. Ett tilldelningsbeslut är det aktiva val en

behörighetsadministratör gör när en behörighet tilldelas eller blockeras, och

som avgör om en rollprofil (en kombination av position och

vårdmedarbetaruppdrag) skapas eller inte. 

Ett tilldelningsbeslut kan genereras på två sätt:

1. Automatiskt: När en regel sätts upp i systemet, skapas ett
tilldelningsbeslut som säger att behörigheter kan tilldelas automatiskt till
de tjänster som uppfyller kriterierna i regeln. Regler skapas för att
säkerställa att behörigheterna tilldelas korrekt enligt tjänst.

2. Manuellt: Om en behörighet inte kan tilldelas automatiskt, eller om en
specifik situation kräver manuell hantering, kan ett tilldelningsbeslut
skapas för att möjliggöra detta. I dessa fall gör behörighetsadministratören
ett aktivt val om att behörigheten ska tilldelas en tjänst.

Alla tilldelningsbeslut är synliga och kan granskas i Behörighetsportalen, vilket

gör det lätt att följa upp och säkerställa att rätt beslut har fattats för varje tjänst.

Vad är ett Vårdmedarbetaruppdrag (VMU)?

Ett vårdmedarbetaruppdrag är en   behörighetsgrupp som tilldelas hälso- och

sjukvårdsmedarbetare för att dessa ska kunna styrka att dess användande och

tillgång till patientinformation   följer patientdatalagen.

Ett VMU innehåller relevanta attribut för den användare som är tilldelad

uppdraget – vårdgivaren som äger uppdraget, vårdenheten som ställer ut

uppdraget, uppdragets omfång och syftet med uppdraget.

För mer information namnstandard och typer av vårdmedarbetaruppdrag läser

du här: namnstandard-for-vardmedarbetaruppdrag.pdf 

Vad är ett SuperVMU (SVMU)?

SuperVMU är ett vårdmedarbetaruppdrag som är avsett för att länka ihop flera

vårdmedarbetaruppdrag, vilket möjliggör för medarbetare att kunna   hantera

arbetsuppgifter på flera vårdenheter samtidigt. Det används endast i specifika

https://vardgivare.skane.se/siteassets/6.-it/it-stod-och-tjanster/skanekatalogen/namnstandard-for-vardmedarbetaruppdrag.pdf
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situationer där åtkomst till patientinformation på flera vårdenheter är

nödvändigt.

SVMU ska användas med stor försiktighet och är endast aktuellt i undantagsfall.

För att det ska kunna användas måste vissa kriterier vara uppfyllda:

➢ Behovs- och riskanalys visar att det är nödvändigt.

➢ Vårdenheterna har en formell överenskommelse om att dela på personal.

➢ Åtkomst till patientinformation på flera enheter är nödvändig för att

utföra arbetsuppgifter.

Det är viktigt att känna till att SVMU   är en lösning som används sparsamt och

alltid i enlighet med fastställda processer och riktlinjer, vilket innebär att det

endast aktiveras vid specifika behov. För beställning av ett SVMU vänder man

sig till utrullningsprojektledare.

Vad är en Position?

En SDV-position bestämmer vilka funktioner och vyer en användare får tillgång

till i SDV. 

SDV-positionen kommer också styra vilken typ av VMU

(vårdmedarbetaruppdrag) som får tilldelas.

❖ Vissa positioner kommer ge tillgång till vårdapplikationer som visar

patientdata ifrån hela Sverige. Dessa SDV-positioner får tilldelas till VMU

som har omfång SJF (Sammanhållen Journal Föring).

❖ Vissa positioner är till för personal som inte ska få tillgång till bred

patientdata och dessa positioner får bara kopplas till ett VMU som har

omfång Vårdgivare eller Vårdenhet.

Vad är en Rollprofil?

En rollprofil består av en position och ett vårdmedarbetaruppdrag och det

skapas utifrån ett tilldelningsbeslut. Rollprofilen möjliggör för en användare att

kunna logga in i SDV. 

En medarbetare kan ha flera rollprofiler skapat utifrån flera unika

tilldelningsbeslut. När en medarbetare som har flera rollprofiler loggar in i SDV

kommer medarbetaren behöva välja vilken rollprofil som skall användas.
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A nvändarprofil  

F ör att se inform ation om  din användarprofil i BHP klic kar du på knappen

 som  du hittar längst upp i högra hörnan, och därefter klic kar du på  

Profil. 

I användarprofil-vyn kan du se vilken BHP-roll du har och b erörda enheter som

din roll har ansvar för.

D et finns enstaka positioner vars rollprofiler inte kräver en V MU

tilldelning. D essa positioner ska inte behandla patientinformation.
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Medarbetare 

Under fliken M edarbetare kan du se senast b esökta m edarb etare. Klic kar du på

en m edarb etare kom m er du fram  till deras m edarb etarsida. 

Medarbetarsida     

I m edarb etarsidan kan du se

➢  Viss inform ation om  m edarb etaren  

➢  M edarb etarens tjänst/er

O m  du klickar på en tjänst kom m er du fram  till m edarb etarens tjänstesida 

➢  Historik på m edarb etarens tilldelningar

➢  Inställningar för m edarb etaren som  går att förändras och kom m er

användas som  standard i SD V.

Ä ndra medarbetarens inställningar

E n m edarb etare kan ha fler än en position, titel, utökad yrkeskod, legitim erad

yrkesgrupp och gruppförskrivarkod. När m edarb etaren loggar in till SD V så b lir

m an inloggad m ed de inställningar som  är förvalt i Behörighetsportalen. D å är

det viktigt att det finns m öjlighet att ändra så att m edarb etaren kan logga in m ed

rätt inställningar.
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D essa inställningar hittar du i m edarb etarens m edarb etarsida .

F unktionsroll

Titel

M edarb etarens titel är en del av m edarb etarens visningsnam n som  visas överallt

i SD V, b åde för andra användare och patienter.

O m  en m edarb etare har fler än en titel så kan m an förändra i

Behörighetsportalen vilken titel som  ska visas i SD V. M an kan även ändra

positionering på titeln eller om  m an önskar att titeln inte ska visas.

Utökad yrkeskod

Utökad yrkeskod ger åtkom st till eHälsom yndighetens tjänster för personer som

inte är legitim erade enligt Soc ialstyrelsen. 

Utökad yrkeskod b eställs via Tjänstekatalogen i Ritz.

M er information om F unktionsroll ä r kommande avsnitt till manualen.
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För mer information om utökade yrkeskoder kan du klicka här: HSA Innehåll

Utökad yrkeskod  

(https://inera.atlassian.net/wiki/download/attachments/397444985/hsa_innehall_utokad_

yrkeskod_version_1.0_2018-10-24.pdf)

Legitimerad yrkesgrupp

Nylegitimerade förskrivare får sin personliga förskrivarkod och licens att utöva

yrket av Socialstyrelsen. Om en medarbetare saknar en legitimerad yrkesgrupp

får man inte lov att tilldela en legitimerad position.

För mer information   om legitimerade yrkesgrupper kan du klicka här: HSA

Innehåll Legitimerad yrkesgrupp 

(https://inera.atlassian.net/wiki/download/attachments/397444985/hsa_innehall_legitimer

ad_yrkesgrupp_version_3.7_2019-10-23.pdf)

Gruppförskrivarkod

Alla som inte är legitimerad men har ett särskilt förordnande att utöva ett yrke,

till exempel AT-läkare eller diabetessjuksköterska, eller läkare med utländsk

legitimation tilldelas en gruppförskrivarkod av vårdgivaren. 

Gruppförskrivarkod beställs via Tjänstekatalogen i Ritz.

För mer information om gruppförskrivarkoder kan du klicka här: HSA Innehåll

Gruppförskrivarkod  

(https://inera.atlassian.net/wiki/download/attachments/397444985/hsa_innehall_gruppfo

rskrivarkod.pdf)

Hur vet man om en inställning är förändrad?

l

Tjänstesida 
I medarbetarens tjänstesida kan du se information om medarbetaren, om

tjänsten och behörigheter som berör tjänsten.

https://inera.atlassian.net/wiki/download/attachments/397444985/hsa_innehall_utokad_yrkeskod_version_1.0_2018-10-24.pdf
https://inera.atlassian.net/wiki/download/attachments/397444985/hsa_innehall_utokad_yrkeskod_version_1.0_2018-10-24.pdf
https://inera.atlassian.net/wiki/download/attachments/397444985/hsa_innehall_utokad_yrkeskod_version_1.0_2018-10-24.pdf
https://inera.atlassian.net/wiki/download/attachments/397444985/hsa_innehall_utokad_yrkeskod_version_1.0_2018-10-24.pdf
https://inera.atlassian.net/wiki/download/attachments/397444985/hsa_innehall_legitimerad_yrkesgrupp_version_3.7_2019-10-23.pdf
https://inera.atlassian.net/wiki/download/attachments/397444985/hsa_innehall_legitimerad_yrkesgrupp_version_3.7_2019-10-23.pdf
https://inera.atlassian.net/wiki/download/attachments/397444985/hsa_innehall_legitimerad_yrkesgrupp_version_3.7_2019-10-23.pdf
https://inera.atlassian.net/wiki/download/attachments/397444985/hsa_innehall_legitimerad_yrkesgrupp_version_3.7_2019-10-23.pdf
https://inera.atlassian.net/wiki/download/attachments/397444985/hsa_innehall_gruppforskrivarkod.pdf
https://inera.atlassian.net/wiki/download/attachments/397444985/hsa_innehall_gruppforskrivarkod.pdf
https://inera.atlassian.net/wiki/download/attachments/397444985/hsa_innehall_gruppforskrivarkod.pdf
https://inera.atlassian.net/wiki/download/attachments/397444985/hsa_innehall_gruppforskrivarkod.pdf
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O rganisationsträdet 

Under O rganisationen   kan du navigera dig igenom  vårdgivarens organisation i

enlighet m ed hur Skånekatalogens träd är strukturerat. Här hittar du

vårdgivare, vårdenheter, vård- eller tjänsteutförande enheter sam t övriga

enheter. 
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Mina ansvarsområden

Under rub riken M ina ansvarsområden   ser du alla

vårdenheter som  du har b ehörighet att hantera.

➢  Klic ka på ett spec ifikt ansvarsom råde  för att se en

översikt över ditt vårdenhetsansvar som  du

adm inistrerar åt din verksam hetschef. 

➢  Under ansvarsom rådet ser du ett organisationsträd

(B erörda enheter) som  representerar den organisation

som  tillhör ansvarets vårdenhet eller som  du/ansvaret

har valt att dela ut b ehörigheter till. 

➢  O m  du klickar på en enhet i trädet så kan du se flikar för
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➢  A lla tjänster på enheten sam t vilka b ehörigheter de har fått och

varför. 

➢  Vilka behörigheter som  delats ut till vilka tjänster på denna enhet

och varför. 

➢  Vilka regler som  satts upp för tjänster m ed en viss

b efattning/tjänstetyp på denna enhet. D essa regler ser autom atiskt

till att b efintliga och kom m ande tjänster har eller kom m er få rätt

b ehörigheter. 
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➢  O m   du klickar på en vårdenhet kan du även se en flik för vårdenhetens

V årdmedarbetaruppdrag.

➢  I varje flik kan du sortera och filtrera listan som  visas.

➢  D u har även m öjligheten att visa tilldelningar som  andra vårdenheter har

delat ut till m edarb etare inom  ditt ansvarsom råde.

➢  D u kan välja att visa/dölja inform ation om  vårdenheten genom  att klic ka

på 
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➢  D u kan navigera från enhetssida under ansvar till sam m a enhetssida

under organisationen genom  att klicka på V isa under organisationen.

S ök upp medarbetarens tjänst inom ditt ansvarsområde 

Under fliken Sök under berörda enheter kan du söka upp m edarb etarens

tjänst. 

➢  I sökfältet kan du ange m edarb etarens E fternam n, F örnam n eller RSID

för att snab b t hitta den tjänst du söker.

O BS: Full RSID behöver anges annars kommer inga resultat visas.
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➢  När du klickar på en tjänst kom m er du fram  till m edarb etarens

tjänstesida  inom  ditt ansvarsom råde och kan hantera dennes

b ehörigheter.

S ök utanför ditt ansvarsområde 

Ib land kom m er du att vilja tilldela b ehörighet till en tjänst som  finns utanför ditt

ansvarsom råde. E tt sådant exem pel är inlånad m edarb etare. 

F ör att hitta tjänsten kan du

➢  G å till fliken Sök  och sök upp m edarb etare, enhet eller

vårdm edarb etaruppdrag i hela Region Skåne. 

➢  G å till fliken O rganisationen   och navigera i trädet till enheten som

tjänsten är placerad hos.

E fter att m an har delat ut b ehörigheter till tjänster utanför ditt ansvarsom råde

kom m er den enheten att visas under B erörda enheter.
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A nsvarsinformation 

Under fliken Ansvarsinformation   kan du se inform ation om  ansvarsom rådet

 

Bevakning 

Under fliken B evakning   kan du se alla kom m ande och påb örjade tjänster för de

enheter som  b evakas. Här kan du enkelt se över att nya tjänster kom m er att få
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eller har fått rätt tilldelningar och vid b ehov justera eller m anuellt tilldela

ytterligare b ehörigheter. 

➢  A lla enheter inom   ditt ansvarsom råde b evakas som  standard.

➢  E nheter utanför ditt ansvarsom råde b evakas inte som  standard.

➢  E nheter som  b evakas kom m er följande ikon  att visas b redvid

enhetsnam net.

V älja datumintervall

D atum väljaren under Kom m ande tjänster tillåter inte val av datum  tidigare än

m orgondagens datum  (im orgon). D atum väljaren under Påb örjade tjänster

tillåter inte val av datum  senare än dagens datum  (idag). 

F ilter

När tjänstelistan har fler än 5 0 tjänster förekom m er fältet för att kunna filtrera

på nam n eller RSID . D etta fält visas inte när tjänstelistan visar färre än 5 0

tjänster.
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Bevaka en enhet

D et finns m öjlighet att b evaka vilken enhet som  helst i Region Skåne. När det

gäller enheter utanför ditt ansvarsom råde b evakar du främ st för att du har ett

b ehov att tilldela eller justera b ehörigheter för kom m ande eller påb örjade

tjänster på den enheten.

F ör att b evaka en enhet klickar du på pilen upp  och väljer ansvarsom rådet som

enheten ska b evakas under.

Ta bort bevakning för en enhet

F ör att ta b ort b evakning klic kar du på pilen upp  och klic kar på

ansvarsom rådet som  enheten b evakas under.

E n m eddelandedialog förekom m er för att b ekräfta b orttagningen.
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Uppföljning 

Under fliken U ppföljning kan du enkelt

➢  Se alla b ehörigheter som  delats ut av ansvaret. 

➢  Se alla regler som  skapats av ansvaret.

G enom  att expandera respektive b ehörighet kan du se vilka tjänster som  har fått

b ehörighet. E xpandera respektive tjänst för att se när och av vem  tilldelade

b ehörigheten.

Här kan du enkelt b lockera tilldelning på tjänster som  ska undantas.
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D u kom m er få en m eddelandedialog som  varnar när m an tar b ort en b lockering.

Behörighetsuppföljning på central nivå

Under fliken B ehörigheter kan du följa upp alla rollprofiler och

vårdm edarb etaruppdrag i hela Region Skåne och se vilka tjänster har fått en

tilldelning till sökt SD V-position och/eller vårdm edarb etaruppdrag.

Man kan markera flera val som ska ingå i sökningen.

D essa val kommer 

klicka på Rensa alla.
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N är man har valt flera val och dessa val får inte plats att visas så förekommer

denna knapp som man kan expandera för att alla i filterbanken.

R esultatlistan kommer att visa upp som rollprofiler eller vårdmedarbetaruppdrag

som ingår i sökningen samt har minst en tjänst som har fått en tilldelning till denna

behörighet. O m ingen tjänst har tilldelats till en sökt behörighet så kommer inte

behörigheten att visas i listan. 

L istan visar även hur många tjänster har en tilldelning till respektive behörighet.

K licka på rollprofilen eller vårdmedarbetaruppdraget i listan för att se vilka

tjänster har fått tilldelningar till denna behörighet.

Dynamisk sökning
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S ökningsfunktionen är dynamisk vilket innebär att du inte behöver klicka på en

knapp för att starta igång sökningen. L ägger du till eller tar bort ett eller flera val

kommer listan att direkt uppdateras per automatik.

S ökningsnivå i rollprofiler

D e t finns två rullgardinsme nye r unde r rolle rprofile r, de ssa är ”P osition i S D V

”V årdmedarbetaruppdrag

vårdmedarbetaruppdrag så kommer sökningen att visa samtliga rollprofiler som

har denna/dessa positioner (Nivå 1) med detta/dessa vårdmedarbetaruppdrag (Nivå

2) .

Behörighetstilldelningar

I Behörighetsportalen skapar m an tilldelningar som  genererar b ehörigheter så

länge  tilldelningen är aktiv. F ör att skapa en tilldelning gör m an ett aktivt b eslut

som  b estäm m er om  en rollprofil (en kombination av position och

vårdmedarbetaruppdrag) ska skapas eller inte. 

 

V arje tilldelning kommer att visa en ikon som berättar vad har tilldelningen för

status.

S tatus på tilldelningar

Ikon för U tkast, regeln är inte aktiverat.

Ikon för K ommande

Ikon för A ktiv

Ikon för Inaktiv, giltighetstiden har upphört att gälla.

Ikon för B lockering

U pplysning:

D et är endast möjligt att skapa tilldelningar till tjänster inom samma

vårdgivare.
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Ikon för tilldelningen är aktiv men rollprofil skickas inte till

S D V .

S e varför

A lla tilldelningsbeslut är synliga och kan granskas i Behörighetsportalen, vilket

gör det lätt att följa upp och säkerställa att rätt beslut har fattats för varje tjänst.

G enom  att expandera kan du se vilka b ehörigheter tjänsten har och varför

b ehörighet har tilldelats. 

S kapa manuell tilldelning

F ölj nedan steg för att m anuellt tilldela en b ehörighet till en tjänst inom  ditt

ansvarsom råde.

1. V älj tjänst:

o  G å till det ansvarsom rådet som  b ehörigheten ska delas ut ifrån och

välj tjänsten i tjänstelistan på enheten.

o  A lternativt söker du upp m edarb etare under fliken Sök inom ditt

ansvar och klickar på dess tjänst för att kom m a fram  till

m edarb etarens tjänstesida.

2.  V älj behörighet:

o  O m  du tilldelar b ehörighet via tjänstelistan, klic ka  för att

expandera tjänsten och sedan klic ka på knappen L ägg till

behörighet.
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o  O m  du tilldelar b ehörighet via m edarb etarens tjänstesida hittar du

knappen L ägg till behörighet här.

3.  Ange behörighetens detaljer:

o  F ör en SD V-b ehörighet så väljer du position och

vårdm edarb etaruppdrag relaterade till den b ehörighet som  ska

tilldelas.
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o  F ör ett vårdm edarb etaruppdrag (VM U) väljer du endast

vårdm edarb etaruppdrag.

 

o  När du väljer b ehörigheten har du m öjlighet att läsa om  vad

b ehörigheten ger för åtkom st och vem  den är avsedd för.  
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o  Välj om  b ehörigheten ska gälla tills vidare eller spec ific era

giltighetsperioden genom  att klicka på m arkerad ikon och välj ett

slutdatum.

4.  G ranska och lägg till:

o  Klic ka på F örhandsgranska   och kontrollera att all inform ation är

korrekt och klicka därefter på L ägg till. 

Behörigheten är nu utdelad och kan ses under tjänsten.
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S kapa manuell tilldelning när medarbetare är utanför

ditt ansvarsområde

Ib land kan det vara så att du vill tilldela b ehörighet till m edarb etare som  inte

b efinner sig inom  ditt ansvarsom råde. E fter tilldelningen kom m er

m edarb etarens enhet som  tjänsten tillhör att ham na under B erörda enheter

inom  ditt ansvarsom råde.

F ör att lägga till b ehörighet kan du navigera till Sök   och sök upp

m edarb etare. Klic ka på knappen  för att kom m a fram  till m edarb etarsidan. 

V ia medarbetarsidan  

O m  du tilldelar b ehörighet via m edarb etarsidan kom m er du se att ansvarig

enhet som  tilldelningen ska kopplas till. D u b ehöver oc kså välja vilken tjänst det

b erör sig om  eftersom  en m edarb etare kan ha flera tjänster. 

V ia tjänstesidan  

O m  du tilldelar b ehörigheten via m edarb etarens tjänstesida b ehöver du välja

vilken ansvarig enhet som  tilldelningen ska kopplas till. Tjänst är förvald och

går inte att ändra på i denna vy.

U pplysning:

D et är endast möjligt att skapa tilldelningar till tjänster inom samma

vårdgivare. 
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Ä ndra tidsperiod för ett tilldelningsbeslut

D et går att ändra giltighetstiden för ett tilldelningsb eslut i efterhand. D etta gör

m an genom  att expandera  tilldelningsb eslutet och klickar på , välj sedan

Ä ndra.

F örändra startdatum et och/eller klic ka på  för att sätta ett slutdatum . Klicka

sedan på Spara ändring.
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Ta bort en tilldelning

F ör att ta b ort en tilldelad b ehörighet kan du ta b ort genom  

➢  A tt välja en enhet och gå till fliken Tjänster

E xpandera  önskad tjänst och sedan expandera  b ehörighet, tryck

på  och välj Ta bort.
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E n m eddelandedialog förekom m er för att b ekräfta att du vill ta b ort

b ehörigheten.

➢  A tt välja en enhet och gå till fliken B ehörigheter

Välj önskad b ehörighet och sedan expandera  önskad tjänst. Tryck på

knappen m ed pric kar och välj Ta bort.
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E n m eddelandedialog förekom m er för att b ekräfta att du vill ta b ort

b ehörigheten.

D u kan även ta b ort tilldelningar via Bevakning, Uppföljning, eller

m edarb etarens tjänstesida.

Blockera tilldelning

E ftersom  m an kan skapa regler i Behörighetsportalen m åste m an även kunna

hantera undantag för tjänster som  regeln inte b ör slå på. 

F ör att b loc kera tilldelning gör du det genom  att trycka på blockeringsknappen

. I alla vyer där m an kan hantera b ehörigheter finns m öjligheten att

b lockera b ehörighet. 

A tt tänka på:

•  D et är endast m öjligt att ta b ort tilldelningar som  har skapats inom

sam m a ansvarsom råde.

•  O m  en tjänst har fler än 1 tilldelning till en b ehörighet, tas inte

b ehörigheten b ort förens alla tilldelningar har tagits b ort.
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M anuellt tilldelade behörigheter

Ä r en b ehörighet m anuellt tilldelad skall du alltid ta b ort tilldelningen i första

hand. E ndast när m an har ett tillfälligt b ehov kan m an b lockera b ehörighet i

stället för att ta b ort tilldelningen.

Ta bort blockering

E n b lockering ligger kvar tills någon tar b ort b loc keringen. O m  m an b ara tar

b ort regeln eller m anuellt tilldelad b ehörighet utan att även ta b ort b loc keringen

kom m er b lockeringen att stanna kvar. Blockeringen förhindrar tjänsten ifrån

att få b ehörigheten, det inneb är att en tjänst inte kom m er kunna använda denna

b ehörighet även om  någon annan väljer att tilldela b ehörigheten i efterhand.

På detta vis kan m an försäkra sig om  att det m åste ske ett aktivt b eslut att dela ut

b ehörigheten till m edarb etaren igen genom  att ta b ort b lockering.

F ör att ta b ort b loc kering gör du detta genom  att expandera  och trycka på

 och välj Ta bort.

E n m eddelandedialog förekom m er för att b ekräfta att du vill ta b ort

b ehörigheten.
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V em kan ta bort en blockering?

A dm inistratörer inom  sam m a ansvarsom råde som  har b lockerat b ehörigheten

kan ta b ort b loc keringen. O m  en adm inistratör utanför ditt ansvarsom råde har

b lockerat en viss b ehörighet inom  sitt ansvarsom råde så kan du inte ta b ort

b lockeringen.

När m an inte kan ta b ort en b lockering kom m er ett rött hänglås visas  och

knappen  för att ta b ort b ehörighet kom m er inte att visas.
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R egelvy 

Under fliken Regler kan du se aktiva och inaktiva regler.

R egelhistorik för enhet

O m  du klickar på Regelhistorik för enhet kom m er du att se en sam m anställd

lista m ed alla förändringar som  har gjorts, detta inkluderar b orttagna regler. D u

kan enkelt se av vem  och när förändringen gjordes.
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Mer information om regeln

O m  du klickar på en regel kom m er du kunna se m er detaljerad inform ation om

regeln och vilka tjänster som  regeln har tilldelat b ehörighet till. 

Här kan du även b lockera b ehörighet på tjänster som  ska undantas.
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S kapa regel (A utomatisk tilldelning) 

I Behörighetsportalen är det m öjligt att skapa regler som  autom atiskt tilldelar

b ehörighet till tjänster m ed spec ifik b efattning. E n nyskapad regel är inte

aktiverat som  standard och b ehöver m anuellt aktiveras.

F ölj nedan steg för att skapa ny regel inom  ditt ansvarsom råde.

1. V älj enhet:

o  G å till den enhet regeln skall skapas inom  och gå till fliken Regler,

tryck sedan på knappen Skapa regel.

2.  Ange regelns detaljer:

o  Välj b ehörighetstyp och om  önskat ange en b eskrivning på regeln.

o  Välj kriterier som  regeln ska följa efter. D u kan m arkera flera

b efattningar, och om  du m arkerar flera så kom m er en regel skapas

för respektive b efattning.
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o  Välj vilken åtkom strättighet regeln ska ha.

o  När du väljer åtkom strättighet har du m öjlighet att läsa om  vad

b ehörigheten ger för åtkom st och vem  den är avsedd för.

o  Välj om  b ehörigheten ska gälla tills vidare eller spec ific era

giltighetsperioden genom  att klicka på m arkerad ikon och välj ett

slutdatum . 
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3.  G ranska och spara utkast:

o  Klic ka på F örhandsgranska   och kontrollera att all inform ation är

korrekt och klicka därefter på Spara utkast.

4.  Aktivera regeln:

o  F ör att aktivera regeln b ehöver du klicka på regeln och klicka på

Aktivera.

Ä ndra befintlig regel  

O m  du önskar att ändra en b efintlig regel så är detta tyvärr inte m öjligt. D u får i

så fall skapa en ny regel och därefter tar du b ort den gam la regeln.

Ta bort regel  

F ör att ta b ort en regel b ehöver du klicka på regeln och sedan klickar du på Ta

bort. 

E n m eddelandedialog förekom m er för att b ekräfta att du vill ta b ort regeln.
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E xempel:

D u aktiverar en regel, och går sedan direkt till tjänstelistan och undersöker

att behörigheterna har kommit fram, men i stället för att se gröna sköldar

ser du att V MU-tilldelningen har en röd sköld. D et kan dröja ca 1 minut innan

V MU-tilldelningen i regeln är klar, och inte förens dess kommer statusikonen

visa en grön sköld.

S tatusindikation vid förändring

När m an skapar tilldelningar så placeras förändringarna i ett kö-system . D etta

m ed anledning till att undvika att alla förändringar inte körs sam tidigt och

b elastar system et. O roa dig inte under de första m inuterna om  statusikonen inte

visar förväntad ikon.

 

F örhandsaktivera behörighet inför Go L ive

Inför att SD V går live kom m er det att finnas m edarb etare som  b ehöver göra

m igrations- och förb eredelsearb ete och har b ehov att kunna logga in till SD V i

förväg.

V ilka behörigheter går att förhandsaktivera?

D e b ehörigheter som  går att aktivera är när CA PG -kopplingen för den

vårdenheten har re

M EN INTE

aktiverat. 



D okumentID  8 18 32109

H ur förhandsaktiverar man en behörighet?

F ör att förhandsaktivera b ehörighet går du till fliken U trullning   i

m edarb etarens tjänstesida och klickar på Aktivera.

När du klickar på Aktivera   förekom m er en b ekräftelsedialog. 

M er information om CAPG ä r kommande avsnitt till manualen.
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E n b ekräftelsedialog förekom m er också när du vill b ort en förhandsaktivering.

H ur ser vi om behörighet är förhandsaktiverat?

förhandsaktiverat.
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Hur ser det ut via behörighetslistan och tjänstelistan?

➢  Via b ehörighetslistan  

➢  Via tjänstelistan


